
 

  



Did You Know It’s Tax Identity 
Theft Awareness Week?  

 

Ready for tax season? If you haven’t heard about tax 
identity theft, you may not be.  

This week is Tax Identity Theft Awareness Week. Tax 
identity theft happens when someone files a phony tax 
return using your personal information — like your Social 
Security number — to get a tax refund from the IRS. It also can happen 
when someone uses your Social Security number to get a job or claims your child as a 
dependent on a tax return. Tax identity theft is the most common form of identity theft reported to the 
Federal Trade Commission. The IRS says tax identity theft is a top priority and says it has hired new staff, 
explored new technologies, and adopted new procedures to fight it. 

“Tax identity theft is a significant and growing issue,” said Jessica Rich, Director of the FTC’s Bureau of 
Consumer Protection. “It’s critical that we make sure consumers are aware of how they can prevent it, and if 
they are victimized, what steps they can take to recover as quickly as possible.” 
 

Tax identity thieves get your personal information in a number of 
ways. For example:  

 Someone goes through your trash or steals mail from your 
home or car 

 
 Imposters send phony emails that look like they’re from 

the IRS and ask for personal information 
 

 Employees at hospitals, nursing homes, banks, and other 
businesses steal your information 

 
 Phony or dishonest tax preparers misuse their clients’ 

information or pass it along to identity thieves 
 

So what can you do about it? To lessen the chance you’ll be a victim:  

 File your tax return early in the tax season, if you can, before identity thieves do. 
 

 Use a secure internet connection if you file electronically, or mail your tax return directly from the post 
office. Don’t use unsecure, publicly available Wi-Fi hotspots at places like coffee shops or a hotel lobby.   

 
 Shred copies of your tax return, drafts, or calculation sheets you no longer need. 

 



 Respond to all mail from the IRS as soon as possible. 
 

 Know the IRS won’t contact you by email, text, or social media. If the IRS needs information, it will 
contact you by mail. 

 
 Don’t give out your Social Security number (SSN) or Medicare number unless necessary. Ask why it’s 

needed, how it’s going to be used, and how it will be stored.  
 

 Get recommendations and research a tax preparer thoroughly before you hand over personal 
information. 

 
 If your SSN has been compromised, contact the IRS ID Theft Protection Specialized Unit at 1-800-908-

4490. 
 

 Check your credit report at least once a year for free at annualcreditreport.com to make sure no other 
accounts have been opened in your name. 

 

What if you are a victim? Tax identity theft victims typically find out about the crime when they get a letter 
from the IRS saying that more than one tax return was filed in the their name, or IRS records show they 
received wages from an employer they don’t know. If you get a letter like this, don’t panic. Contact the IRS 
Identity Protection Specialized Unit at 1-800-908-4490.  
 
More information about tax identity theft is available from the FTC at ftc.gov/idtheft and the IRS at 
irs.gov/identitytheft.  
 

  

http://www.annualcreditreport.com/
http://www.ftc.gov/idtheft
http://www.irs.gov/identitytheft


The Cooperative Extension Program serves people of all ages regardless of race, color, national origin, sex, religion, disability, 
political beliefs, and marital or family status.  (Not all classes are protected by legal statutes) 

The Cooperative Extension Program, Family and Consumer Sciences staff provides non-formal education that builds 
strong family relationships, promote health and wellness and solidify communities by responding to the needs of diverse 
audiences in Texas. Please contact your local extension office for more information. 

County - District Name Phone # 
Bell – 8 Sheryl Austin 254.933.5305 
Bexar – 10 Grace Guerra-Gonzalez 210.467.6575/6578 
Collin – 4 Christine Williams 972.548.4233 
Dallas – 4 Marvin Young 214.904.3050 
Falls – 8 Rosondra Hartsfield 254.883.1413 
Ft. Bend – 9 Vacant 281.342.3034 X7009 
Ft. Bend – 9  Krystal Wilcox 281.342.3034 X7027 
Grimes – 9  Leticia Hardy 936.873.3907 
Harris – 9  Jennifer Garza 281.855.5600 
Harris – 9  Ashley Moore  281.855.5600 
Harris – 9  Alfredo Alberto  281.440.4900 
Harris – 9  Vida Harrison 281.440.4900 
Harris – 9  Shard’e Scott 281.440.4900 
Headquarters  Annette Bowdre 936.261.5108 
Headquarters  (CoN) Dawn Burton 713.797.7032 
Headquarters (OST)  Elaine Freeney 713.440.4900 
Headquarters  Danielle Hairston-Green 936.261.5118 
Headquarters (CoN) Sheila Randle 713.797.7033 
Headquarters  Sabrina Simon 936.261.5127 
Headquarters (OST & BC) Tameka Thomas 713.440.4900 
Headquarters Jacquelyn White 936.261.5132 
Maverick – 12  Monica Aguirre 830.773.5064 
McLennan – 8  Meilana Charles  254.757.5180 
Nueces – 11  Stephanie Salinas  361.767.5223 
Potter – 2  Lizabeth Gresham  806.373.0713 
Tarrant – 4  Tiffany Traylor 817.884.1940 
Travis – 10 Crystal Wiltz 512.854.9600 
Starr – 12  Irma Ortiz 956.487.2306 
Waller – 9  Te’Anna Reed 979.826.7651 
Washington – 11  Mary Sanders 979.277.6212 
Webb – 12  Crisanta Mussett  956.721.2626 
   

 

 

 


